
COOKIE POLICY 

UAB “ Ligence“, legal entity code 305135243, registered T. Kosčiuškos g. 24-104,Vilnius 
Lithuania (hereinafter referred to as the “Company,” or “we”), shall undertake to ensure 
the security of personal information and the protection of rights of the visitors of the 
website (hereinafter referred to as the “Visitors”) while you use our 
website https://www.ligence.io (hereinafter referred to as the “Website”) and the content 
of it. 

1. GENERAL INFORMATION ABOUT COOKIES 

We use the cookies on our Website, to customize the functioning of our Website as much 
as possible, and can contribute to ease of use when navigating our Website. 

What is a cookie? 

A cookie is a small file placed onto your device that enables our Website features and 
functionality. For example, cookies enable us to identify your device, secure your access 
to the Website. They enable the Website to store the data, such as: 

• login data (IP address of the logging-in device, login time, location from which the 
login is attempted); 

• type of browser; 
• data about the fact how you browse the Website (which sections you visit, what 

products are you interested in); 

• make our websites operational. 

Objectives and aims 

We use the cookies to: 

• ensure efficient and safe functioning of the Website; we use cookies to enable and 
support our security features, and to help us detect malicious activity on our Website; 

• understand, improve, and research products, features, and services, including when 
you access our Website from other websites, applications, or devices such as your 
work computer or your mobile device; 

• recognize the returning visitors of the Website; cookies help us show you the right 
information and personalize your experience; cookies also help avoiding re-
registration or re-filling of the information by you each time you visit the Website; 

• analyze your habits so that the functioning of the Website would be convenient, 
efficient and would conform to your needs and expectations, for example, by 
ensuring that the Visitors would, without difficulty, find everything they are looking 
for; 



• measure the flows of the information and data being sent to our Website; we use the 
cookies for accumulation of statistical data about the number of users of the  

• targeting and advertising; by using the cookies we may collect information so that 
only relevant content is displayed for the browser by creating different target groups; 
we may use cookies to show you relevant advertising both on and off our Website. 

We may, to the extent allowed by applicable laws, link the data, received from the cookies, 
with other information obtained about you from other legal sources (i.e., information about 
the use of the services, online account, our Loyalty program, etc.). 

2. COOKIES USED ON THE WEBSITE 

Each time you visit our Website, the long-term (persistent) cookies may be created, which 
stay in your browser after you sign-up and will be read by us when you return to our 
Website or a partner site that uses our services, and not deleted after you finish browsing 
our Website, and the short-term (session) cookies, which expire or are deleted after you 
finish browsing our Website (i.e., they usually last during the current visit to our Website 
or browsing session). 

All cookies used by us may be only used with the prior consent from you. By further 
browsing Website you express consent to use of respective cookies, as indicated in this 
Cookie Policy. 

We note that the necessary cookies, as specified below, are necessary for functioning of 
our Website, and in case of your objections, we will not be sure about functioning of the 
Website or any of its portions or functionalities. 

We recite below the main types of cookies used on the Website according to their types, 
collected data, and duration of storage. 

2.1. Types of cookies used (third party cookies) 

Necessary cookies 

These cookies are required for the operation of our Website. They include, for example, 
cookies that enable storage of information filled by you during the browsing session, 
enable you to log into secure areas of our Website. Without these cookies operation of 
the Website would be impossible or its functioning may be severely affected. 

Functional / Marketing cookies 

Functional cookies allow us to ensure smooth and secure user browsing of our website. 
Cookies allow us to recognize and count the number of users of our website and see how 
such users navigate through our Website. We also use cookies to understand, improve, 
and research products, features, and services. For instance, analytical cookies help us to 
record dysfunctionalities of the Website. 



In some web pages of our Website, the other entities (for example, social networks) may 
also use their own anonymous cookies designed so that the programmes or applications 
developed by them would suit your needs. Due to the specific features of the functioning 
of the cookies, our Website does not have access to the information transmitted by these 
cookies, likewise other entities do not have access to the information collected by the 
cookies set by us. 

All information about the cookies used by us is recorded below: 

Name Category Purpose Duration 
The data used by 

the cookie 

JSESSIONID 
Necessary 
cookie 

Stores user session ID. Session Session ID 

AWSELB 
Functional 
cookie 

AWS Classic Load Balancer Cookie. 
Used to map the session to the 
instance. 

Session  Unique ID 

AWSELBCORS 
Functional 
cookie 

AWS Application Load Balancer 
Cookie. Used to map the session to 
the instance. Same value as 
AWSALB. 

Session  Unique ID 

NID 
Functional 
cookie 

Remembers your preferences and 
other information, such as your 
preferred language, how many 
search results you wish to have 
shown per page, and whether or 
not you wish to have Google’s 
SafeSearch filter turned on. 

6 months 

A randomly 
generated 
identification 
number that 
collects a language 
detection history 
and a set number 
of search options 

XSRF-TOKEN 
Functional 
cookie 

Improves WIX website/system 
security 

Session Unique ID 

hs 
Functional 
cookie 

Improves WIX website/system 
security. 

Session Unique ID 

ssr-caching 
Functional 
cookie 

Indicates how a site was rendered. Session Website settings 

ssr-caching 
Functional 
cookie 

Indicates how a site was rendered. Session Website settings 

ssr-caching 
Functional 
cookie 

Indicates how a site was rendered. Session Website settings 



svSession 
Functional 
cookie 

Identifies new users. 2 years  Session ID 

CONSENT 
Marketing 
cookie 

A cookie is used to store a user's 
usage profile. 

6 months  Unique ID 

TS01e85bed 
Functional 
cookie 

A cookie is associated with the 
implementation of security policy 
elements in the management of 
databases on host servers. 

Session Session ID 

TS01f7044f 
Functional 
cookie 

A cookie is associated with the 
implementation of security policy 
elements in the management of 
databases on host servers. 

Session Session ID 

3. REFUSAL OR BLOCKING THE COOKIES 

Many web browsers are set so that they would automatically accept cookies. The Visitors 
may, at their discretion, block or delete cookies and similar unique identifiers, if the 
settings of their browser or device enable them to do so. Nevertheless, if you refuse or 
block the cookies or other similar technologies, some functions of the Website may be 
inaccessible to you or they may operate not so efficiently. 

Nevertheless, we draw your attention that necessary cookies are necessary for 
functioning of our Website, and in case of your objections, we will not be sure about 
functioning of the Website. 

4. GENERAL 

This Cookie Policy may be updated by the Company. 

The Company will inform the Visitors about the updates, by providing the new version of 
the Cookie Policy. For this reason, we recommend that you periodically visit our Website, 
where you will always find the latest version of this Cookie Policy. 

This Cookie Policy shall be applied from the date of announcement of it on the Website. 


